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CONFIDENTIAL

DIRECTOR OF CENTRAL INTELLIGENCE
Security Committee

20 December 1985

Mr. David Major

Director of Intelligence and
Counterintelligence Programs

National Security Council

01d Executive Office Building

Washington, D.C. 20506

Dear Mr. Major:

As you found at the Security Committee's seminar in November, an
overwhelming majority of the SECOM members believe it would be inappropriate
to decide in advance that employment of the polygraph |can
somehow exclude or reject information about unauthorized disclosures of
classified information to anyone, including the news media. There is no doubt
that the news media would criticize any program which might dry up some of
their illicit sources. Nevertheless, even Daniel Schorr concedes the
government's right to try to stop classified leaks by regulating its employees.

You requested a statement of SECOM's views on this issue. Let's review
the situation. The standard counterintelligence polygraph examination
inevitably includes the question, "have you divulged classified information to
" an unauthorized person?" If the examinee gives a positive response, the
examiner has no logical alternative to asking the identity of the illegal
recipient of the classified information. Does the NSC Staff contemplate that
if the subject identifies a member of the news media, the examiner must
disregard the information?

, The fact is that in agencies now using polygraph the question on
unauthorized disclosures is asked and positive responses are pursued to a
1ogical conclusion. To do otherwise would mean retreating from a logical
procedure to one which is self-defeating.

This is not to say the government should publicize the new polygraph
program as an anti-leak procedure. The position shouid be that government
employees are expected to live up to their obligation to safeguard classified
information from unauthorized disclosure. Those who violate this trust should
be investigated to determine how, when and with whom they committed the
violation. The fact is that disclosure to unauthorized persons is a federal
crime. The occupation of the recipient of the information does not alter that
fact. The fact is that the polygraph program does not touch the media in any
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way. It is confined to determining which government employees have willfully
violated their secrecy agreements. The fact is that foreign spies read
newspapers, and the publication of secrets inciudes revelation of those
secrets for foreign governments.

If the media believe that a crime is not a crime when the beneficiary is
a media representative, let them try to make the case. It sells the American
people short to believe they would swallow such a proposition. Almost all the
members of SECOM believe the President can win this one fairly easily. All he
has to do is uphold the law. Divulging classified information to unauthorized
persons is illegal. The President has taken a strong position that leaks to
the media by government employees are wrong. He is i1l served by a procedure
that absolves leakers in advance of responding to the only security procedure
that is likely to expose their illegal activities.

Nobody on the government payroll should be able to violate the law freely
and with impunity. The “art form" of backgrounders, not-for-attribution
statements, and anonymous government sources is not a creature of the media.
It is a subterfuge created by persons on the government payroll who want to
avoid the consequences of violating their responsibilities (and the law). The
media would much prefer to identify their sources--it's bad journalism to omit
such a basic fact as the source of a story. Naturally, given a choice between

bad journalism and no story at all, the reporter will choose the former every
time.

The simple cure is for the President to require that all government
officials speak on the record. The question is, does any administration,
Republican or Democrat, consider breaches of the law an appropriate price for
being able to send up anonymous trial balloons?

This is an important issue. To sell out for political expediency fails
to uphold the law and makes a mockery of the government's security program.
The government must eventually decide whether it will meaningfully oppose
unauthorized disclosures of classified information to the news media, or
simply continue the hand-wringing, arm-waving and inaction which have become
the standard response to leaks. There will never be a better time to act than
now.

Sincerely,

25X1

Chairman
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SALT 1 Leaks vs. SALT II Leaks

LEAXS and lechniques of lzaks oce
curring during the devzlopment of the

SALT | and SALT 11 dreements are

similar in all respects. The Curter Ad-
rminisiration and the Nixon Adiministra-.
tion desiced to have their respective SALT !
azrzements ratified bv the US Senate!
tefore the Presidential election. In an-
z{for 10 «xpedite the finalization of their
SALT =zgrsements, each Adminisization.
2s been inclined 1o make concessions to;
the Soviets. These concessions were often |
not belizved 10 be in the bestinterest of our |
national security by eertain members of the
Scnate Armed Services Committes: flence,
cach side aired its feelings by “izaking”
nighly classified daca to the press to sway -
public opinion. : !
Now that we arc in the fourth quurter. so ¢
1o speak, of the Arms Race Superbowl, ;
2lso more commonly known as thel
Strategic Arms Limitation Talks (SALT'
[I} agreements. we can expect 1 rash of
122aks uatil the finai whistle blows. Rest,
assurzd that there will be onc loser —the
U3 public. i
My knowledge of and interest in lzaks |
stems from my =xperience in the Qlficz of
the Secretary of Defense as Chief of the
Iavesiigation Division. Directorate fori
Inspection Servicss. This  ofiice  in-

-vestigaied major criminal and security

maters ior the Office of the Secretary of

Dzlense. Office of the Joint Chiefs of Staff,

and the Defense [nielligence Aucncy. From |
August 1963 until December 72, while
Chiel Investigator, | handl= 222 leak ;
cases. Even aftzr 1 leit the Dir- torate for
laspaction Services in Decern ~¢ 1372 for .
i%¢ position of Inspestor Geocrdi of the,
newly formed Defense Invest:eative Ser- !
vice {until my retirement in ‘oo 1975). |-

was recailed 10 handle cerrain semitive

lzak cases.

: Why SALT Leaks . )

We have SALT I=aks because we have,
two principal US groups involved with
different objectives. We have the present:
Administration { shall call ihe “Vorte .
Gzttars™ and we Have the Senuie Armed i
Services Committze which has the rzspon- !
sibility to insure that any SALT treaty
signed provides adequate national =urity.
This group | shall call the “Protztors.”
‘Therzare two other minor groups whoplay
a lesser roic but cannot be ignorad. They |
are the liberal Senators whom [ shall call ;
thz “Detractors.” They aren't exactly suce §
“Ratthev want hui tomeitdgesn't aposar
thatthe strongest form of nat.- 3! securityl
j5 their quest. and Oinzlly we have the
“Extortionisis,” = group of S=natars who
are more conterned with (hew personal
intzr2sts than they are with our natioral
sscurity isieresis. Aceordingly. the Veie
Cztllers are someiimes pressursd  antol
buying their vote (0 insuie ratificatian of!
the treaty. Hoewever, s far as SALT lzaks.
dre cuncsrezd, Detractors and the:
Extortionists have shown Jittle need (o
£nzage in lzaks. .

the

~

by W. Donald Stewart ,
Lo b —
Top Secrets Become
Weuther Bulleting

Probably the {irst o3en sword attting
between the Vots Getiers and ths Protzc-
tors inthe SALT I! debate appeared in thei
press on November 30, 1978. wh=n Senator]
Henry Jackson (D-WA), voiced his dis-|
coatentment with the developing SALT I}
agreements.  Things may have gone
somewhat smoother except for the fact we
lost a vital intelligence capability-in Iran.;
A3 a result we no loager have the ability to:
closely monitor Soviet adherence to any’
.SALT agresment. -

Accordingly, the April 4, 1979 issue of '
the New York Times evidenced the first |
act of desperation on part of the Vote '
Getters. It came in the form of a lzak of
highly classified data to the effect thal ths
US would be abie 10 monitor Soviet
adherence to SALT I agreements through
the use of u modified version of the u-2
aircraft. the type Gary Powers New overthe
USSR for C1A until he was shot down in .
1954, Scnator Jake Garn (R-UT) was
incznsed over this leak and charged in ths
letter-to-the-editor column of the .
Washingron Post on April 11 that tne -
lraked data was made available to the
public 1o create 3 misimpression of our
monitoring  capability. (See May' 1979
AFJL) It was obvious that the Protectors
were not responsible for' the leak.
because it served them no purpose. Mors-
over, that particular area was not the chief |
concern of the Detractors. H

In the typical fourtk quarter fashion of!
the¢ Arms Race Superbowl. we couid:
expeciand Cid receive a countsr-leak.
obviously this time by one of the Protec..
tors. Thz l2ak appearzd in the New York
Times issue of April 17, to which kip-
shociing press secretary Jody Pousii
Guickiy 2ad heated!y r2sponded in so mzany.
words that Senator Garn was responsibie.;
The Senator dented the accusation, and!
Jody Powell fater backed off his chargs.

Let's look at the new laak. It disclosed
that CIA Dirzetor Stanshield Turce-
brizied a2 Senste commitiee on our Iran:
intelligence capability loss and siated it
would be at leastfive years before we could
atiain a comparable capabiiity to monitar |
Soviet adhersncz ‘1o the SALT I}
agrezments. Szcretary.of Defense Haroig
Brown insiantly countered ina Vore Getzay -
rescue effortthat we would be able toretain -

“«our former capability in a year.

The bottom line is that oncs again the |
public is tke loser. Now the Sovicts know
how bad!y we've besn hurt by our Iranian
intelligencs capability loss. and they also -
keow of the U.-2 as our second raie
alizrmative. Top secret information was
given out liXe a public weather Bulletin.
CSALT Fleaks wok & slightly diffzrent
pattern than SALT ! leaks. Thar is.
there were continuous leaks from o8-

o

1972, each time thers wasto bea SALT |
discussion. At the expense of National
Security. the Vote Gettary made tasir Top '
secret puint and the Protectors made their
_Top secret point. On ons of the more
explosive lzaks in 1969, | had occasion to
intervizw Pacl Nuze. then our chief SALT -
I nzgotiator. His commsnt was, " consider
the disclosure to be a3 deliberate [23k of
information hy welt-informed sources who -
indulged in a very dangerous practics for. |
the purpose of placing the Sovist missile |
warfare capability before the US public.”
He funther advised that the figures diclosed |
in the rews story were very accurate and |
highly classified. |
Baecher's 22 Investigations ' r
Prabably the greatest SALT leak of all !
times appeared in 2 New York Times |
article by William Bescher on Juiy 23, i
1971; it was entitled “US Asks Soviets to |
Joia in Missile Moratorium.~ The article i
appeared one day before 3 scheduled -
SALT I'mzeting on July 24 with the Soviets
in Helsinki, Finland. President Nixon was |
absolutely livid, as the anticle exposed our !
fall-back position 1o the Soviers. Let me
say bluntly that all hell broke loose, | was
called at home on Saturday moming to
begin an investigation. | had my first
mezting with the newly appointed White !
House “plumber™ chiefe, Esil Krogh and !
David Young. The FBI was also called; !
however, since I had developed the prime }
suspect, Dr. William VanCleave, Pay |
Nitze's top aide. I more or less cartied the |
ball. President Nixon's blind anger toward |
VanCleave (whom we later proved inno- ,'
czni) was displayed on the now released !
White House tapes. But VanCleave en. !
joved the same reckless public hip shooting |
from the Nixon Vote Getters thar Senator :
Gam recently did from Jody Powell. :
VanCleave became a suspect because two |
days before the Beecher article appeared,
Beecher visited VanCleave. Also, k
VanCleave, like 5o many top government !
aides, could not be bothered with security
regulations such as “do not reproduce the
original,” a statement which appeared ona |
highly sensitive document in his possession '
and which he nevertheless, chose 1o
reproduce. :
Although vindicated of the major crime. |
he was censured for sscurity violations |
vncovered during the investization. The
investigation was probably onc ofthe most |
intensive ever underaken. Heecher's path,
for instance, was retraced 14 minute-to- .
minute basis. His pastmodus opercndi was
well known to us, and it was of help. His
travels led him to Senator Henry “Scaop™:
Jackson’s office. The Senator had been
bricfed eatlier in the week by State
Department aides, Naturally, the obvious

SOMTNUID
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RExt slep was (0 interview Senator
Jacksen. This required White House
approval. but it was nzver obtained. ;
The tast and final SALT | leak that | j
investigated appeared in the New York
Times au March 21, 1973—another article -
by William Beecher, this one entitled *US
Says Sovieis Improve ICBMs.™ Although
the SALT ! treaty had been signed. this |
icak was made 10 show the public we |
lagrsd the Soviets in 2rms and to develop.;
suppor for the Nixon Vote Getters intheir
efions for a larger supplementa! ap-
propriziion.  Actually, reither Defense
Secrztary Melvin Laird nor his SUCC2S30TS
knew the Vote Getters were handing out ;
thzte leaks. because 1o give the leak”
more crecitlity the Vote Getiers would
rise a storm—and 1'd be hurriedly ealied
19 investizate again. The most interesting
thirg ahoul this last leak was that il
succenly occerred to me jhat on every ’
mzjor leak we had on SALT I William |
Beecher was the reporier with all the hard |
‘acts. (Other prominent reporters had |
stories, St as ! explainzd to one later, he !
¢nd the oihers just had “crumbs.” That !
fesonter demanded to know how | could .
sidte that. | said, “Very simply, if you had |
the hard facts, we would have opened a
case on your anticle.” Only then did h:;
rzaiize that he had been pant of the Nixon
Vote Getiers' smoke screen.) !
In my firzl report. | showed how Y
arrived at the fact that the Nixon Vote!
Geuters were responsible for sevesal con-i
trived leaks. .,
Beinglh:“favoriteson"rcponcrwasnolt
2l bad for William Bescher in April 1973,
just onc month after the above leak and‘
six months after SALT 1 ratification. he
was 2ppointed Deputy Assistant Secretary:
of Defense for Public Affairs. Subsequent-.
ly, he became ke Acting  Assistant!
Secretary of Defenss for Public Affairs,
complete with the car and chauffeur which:
then went with that position. )

Now the Soviets know how
badly we've been hurt by our
Iranian intelligence capability -
loss, and they also know of the |,
U-2 as our second rate '
alternative,

Beecherfeft the Pertagon in Mayof 1975
and on June Ist he joined the Bosron
Giobe. On July 3i. Beecher printed:

another big l=ak: "US Belicves Isracl Has .
Weapons.™:
Although I had 2lready retired. f waccalled
at home by a high Pentagon official and’

More "Than 10  Nuciear

asked where | thought Beecher got his

story. Tlauvghed and recall saying, “Where |

clse? You 1cft the fox in the hen house "
The fact that my office had run 22 jeak
investigations of William Beechar's anicles

certainly had no bearing on his Pentagon:

appointment. Therefore. the Question
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naturally arises: after all the SALT -
leaks arc tabulaied. which prominent
fews reporter will be as lucky as Wilkiam
Beecher?
Can Lesk Cases Be Solved? !

Contrary 10 popular misconceniion,
leak ¢25¢5 can be solved. Unforunately,
as far -as natonal securily interests are
concerned, the cure most often is worse
than the illness, By that | mean: inaneffon
to put the guilty pany in jail. we must
declassily the classified d2ta invojved in,
arder to go to trial. In doing so. toreign
encmy intelligence becomes Privy o our
secrets—that we cannot afford 23 a rule.
2rd thus must ferego prosecution,

Prosecution is not ihe aniv ferm of
punitive action. During my ‘eryre. e
seen thres fag officers punished —ore was
transferred. one was requesicd 1o cetirs
2and one had his zareer advancsment
lerminated. A civilian was reduced fram
GS-18 10 GS-15. and others in 1:e civiliza
ranks and military were admimisirztiveiy
disciplined. The most effeciive tcel for
Schedule ~C™ appointees (political ap- :
pointees)  was to  neutralize them—
excleding them from receiving sensitive
documents ind from high leve! con-
ferences. One former high level civitian

cmployes serving 25 a censultant lost his |
security  clearances. Qur hest s:curily;’
contributions frequently came from our .
investigative by-groducts—such as
deveioping “holes™ in our own security
operations,

Prosccution Problems

i
1
i

4

1

Prosecution was not always thwarted by

- i . ;

so<alied “grey mail,” documents in Ques-;
lon whic% couldn't be declassified. Politics

on pari ..’ President Nixon, Senate Armed
Service: Cammittee chairmen Sen: John .
Stennic {-M1), and Justice Department :
officiais ate in 1971 and carly 1572 and |
fater in 1974 obstructed the possible |
suceessful prosecution of Yeoman Charles |
E. Radiord 11, Rear Adm. Robert!
Welander and Admiral Thomas Moorer, !
then Chairman of the Joint Chiefs of Siall ;

Radford  admitted stealing  highlyj
classified documents from the briefcases of !

} ~Dr. Heary Kissinger, 1hen head of the,

National Security Council. an¢ from'
General Alexander Haig, then a Presiden-:
tial aide. Admirals Welznder and Moorer-
admitted recziving those documents. But |
President Nixon couidn't stand the public:
embarrassment. Sen. Stennis dedicated
himself 0 protecting the military esiablish- .
ment during his 1974 hearings on this:
matler—known as the Pentagon Spy Case. .
The Justice Depanment performed in its.
typically lethargic manner. No action was .
ever taken against anyone involved,
Ezrlier in 1970, the Justice Department -
failed 10 1ake action against an Air Foree
“@2piain who distributed 10 the press a.
secrei-tensitive memo on our ABM (Anti-.
Ballistic  Missiie) position, prepared by:
then Secretary of Defense Melvin Laird
The cuse was turned over to Justice, which

" acceptéd it but later allowed Secretary -

Laird to withdraw i, Laird informed
Ju.siicc he had made a deal with Tom
Wicker of the New York Times that i

P87M00539R003105050010-4
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Wicker returned his copy of the memo in
question, ao presecutive action would be
laken. Wicker returned the memo, and
through it we itzpped the suspecied Air
Fores captain. Later. Wicker denied ina:
memo to Jusiicr that he had ever mad:l
such a deal. [ received the above dasa urder}
the Freedom of Information Act, Per-!
sonally, { helieve Wicker. He couldn': have
known that we couid use the mermo totrap
the suspeet. N action against the suspect |
was (alen, '
Another case from which Justice ran was
when it was presented with evidencs that
Elhet Rizhardson. while Under Sezretary;
of State. has caused tap secret data to be!
leskzd 0 Daniel Elsberg of Perzagen!
Papers fame. That daia sthsequentiy!
lurned up in 2 newspapersiory in. Mareh of
1970, ;
Tie long ard shor of leak Proszeution;
1s that vou can orly bé prosecuscd if vou
Mecl ihe two following criteria:
(1} Youcznno: be an imporant persen;
and : i
(2) Yeu eanpot know an mponant !
person. Lol - 1N
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Yet, who has ever asked the Justi )
o P e e Jois et b s |
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U.S. S ity Leaks Going
.. decurity Leaxs Going
- P - - Tt e el . Dide At .
*EDITOR'S NOTE: A Senals Intelligence. subcomnuittes . The Justice Department itself is prone 6 leaks. Has Jus- -
says it can find Do way withia the Constitation to punish = tice ever asked the FBY to investigate in-homse leaks? Never, -
I_edera] employm m “Teak" classified inform.atian Ofmte.’\*: : CatCh ] u not aﬂ,fOl'l“idablO an QIBH' as report!d at
Lgence secrels. W. Dosald Stewart, an. FBI agent. for 14~f - E{"I“gm“e; ”‘mﬂfﬁ; Stad bAcetatr b
years, was espionage supervisor for pine a -4 gk -3 proseculion can't be pursued immediately b '
Pentagon's chiel inyastisstor of loais (oucd 22 the }?éf:et:gtﬁ;*; 0¥ damage declassifieation would cause, thecag mﬁlﬁg
papers). He believes the job can be danei-:.): - etz ,-<s|  DE put on the back burner, Then pechaps a year or two faler,
. RS CLninRsh when the concerned data can be safely deehassified, Justics
© By W.DONALD STEWART - . could pursoe the case. Thisis never done now, R
¢ Wit for Usifed Press [ntornetionsl . - Vi T . Preseat practice is 'to: allow the agercy 1o decide
U ASHINGTON — We caught red handed leakers and | - Whetber the data can be declassified. This-coud be bettog
Serious security risks but many were let off scot-fres becausa-. done by a body like the National Security Council which hay
- of “Catch 9 in existing procedures. N ey a total overview of our intelligence posture. .. - PR
Catch 9 is the ainth of 11 questions the Justics Depart.. s Bas also been suggoated that.classified materlal coul
ment asks of agencies which have bad security leaks before £ tudied by 2 judge in private to decide whether prosecu.
an FBL investigation leading toward prosecution can be h.onvcould go forward mthout{secur’ity damage. . ... ... ..
started.:izes oo P in. RTINS E Far T R
* . ‘The question involves the ability of the agency-to declzs." We are- inviting leaks because of lax
__%;_s!fy. material pertinent to the leak. If it is unable to declas- - people with access to secrets, i . .o - N
- Sify, Justice routinely refuses to investigate, 1 < ;- The press does not have access but repoeters ars often’
oi - Actually, past practice shows that the whole process i’ given off the record “backgrounders” based on classified
i Tubber-stamped- because the- ageacy is usually \reluctant ‘to" information and sometimes are shown Top Seeret material.
~declassify the material in question, Justice is more than glad In 1969, a vice admiral compromised oar -10-year Jead
*to get ﬂq of it and the FBI js not begging for more work. So over the Soviets in anti-submarine warfare techmiques by give
- the culprits go unpunished — and often £0 on to promotions. . ing a backgrounder without stipulating it was oft the record.
[ i~ Leaks to the media and leaks by members of Congress. Fourtéen newspapers rax the story, - T
~-have always frustrated prosecution beesuse the Justice Dee- Al members of Congress are awarded Top Secret clear-
~partment. must show the data: provided was transmitted auce autamatically, Personal weaknesses and misconduct are
] :'mttj? the. mteq§ 0}_; m]_t]h reason to believe that it wiil be used- o::&mkedmw‘l:ich would cause a person in a2 government de-
{o the injury.of the United Slates or to the ady : ent: cited as a possiblo security xisk-and barred
““foreign mation” ;... 0 L, amg”f 3; fromchﬂiﬁeﬂdat&'- - pm CAL #.:m E
. Lo Here.is whers the law: might be changed- the person ~_National Ageacy Checks of enlisted military perso
N ]eak@ng the materia} roust be aware that mg“edy- dgents will 7
obtain such information from newspapers, magazines or tale.-
VASIOIL -y =33 % v = e T DE R
- - Many-of the problems relative to press: leaks-couid be- "
solved by mors expert and aggressive lovestigation- of the - cleared, . i i R LANL SN
- leaker. Investigations should be followed through to the end- ., The required tation “can be fabeicated: 500
and not dlled in midstream or even before started. If 2n im- -Banamanians bave: Megally entered the Merine-Corps, for
mediate prosecution can not be expected becanse of the na. Jemample, - T e e e e 20T
fure of the material involved, often it ix sufficient to identify oy en thera was the caso about 1w years ago of Thomas
the culprit responsible for the leak and remove that person. -Ragner Faerstrom who was at first fonnd to have re-en-
from whatever he or she bas acceas to, Punitive administra- : listed Getitiously 10 times during 2 13-month period betwyeen
tive action may pose problems, but most certainly some -November 1973 and Jamuary 1973, collecting approximately
form of corrective action covld be taken. . .- ' 330,000 in bonuses. Subsequent nterviews with him revealed
. -The subcommittee has failed to bite the bullet in recog. | * be had dons this over a 10-year perlod and hilked the Us.
nizing that members of Congress and their staffs are quite - . Bovernment out of-$600,000. A check of hig fingerprints
often the source of the rost disastrons leaks {o the: press. 'ﬁptﬂd bave uncovered him at any stage,. <\.- 1 - e
Sen. Garry Hart, D-Colo., quoted 2 1371 CTA study which re-- - 'But there’s the flaw — fingerprints of esfistees are not
flects that less than 5 percent of leaks have been aftributed checked with the central FBI files, The FBI checks '
.  lo members of Congress. I dox't know how the CIA got that "%E@“mmﬁmﬂfﬁ
. figure. . 5. L S P g.oc_omparawithothersonme,soaﬁhnamem
: But even if members of Congress Teaked only 1 percent,’ ; Short circuit the process, - RO L L :
:gat ;apﬁm;nt ?M%Thtad the most devastating diselosures of | SR e R PLIC A R g
e ecade. Other congrestional Jeaks ‘do mere to- 1 Criteria for Top Secret clearancee iz s FHT (T2 "
weaken confidence in members of Congress than barm to our- ense Deparh:e:zrgvu Se:\r(i:1 acd b T
defenses —.sueh as the leaks from the old Honse Intelligence o S.same. A _ﬁl_l_n_ageccy -h g
Committee and the Howse Assassinations Committee, * | -

CORTINUED
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agency. i T
The polygraph or lie detector operated by qualifi '

g A y qualified ex-

perts under strict controls to avoid invasion of p?ivacy, could
be well used in all sCreening processes,’ : :

What I would propose is simply taking in hand the per-’e‘ :-

sonal security questionnaire, which ali persons requiring a’|

clearance must execute, and review one b i
[ : ! y one each question
with the applicant. “Is your name John Jones? Were ;ou born
April 10, 1928 at New York? Have you ever been arrested?”
This is not an invasion of privacy since we are only re-

"g?uaeting what the applicant bas written and asking if it is

The security problem is not insoluable. G :
be exercised in the screening process, ],.- Greater_ carta ‘can )
And there are ways of punishing those leakers who cause

.-real damage — or at least insure that they are isolated in the

tuture from security matters,

\ .
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